
integrity360.com

      Challenge
The client contacted Integrity360 
seeking a Splunk Consultant/
Engineer through the 
CyberConnect360 service. They 
lacked in-house expertise and 
needed a Subject Matter Expert 
(SME) to: 

•	 Migrate Splunk from an 
unsupported operating system 
to a new one. 

•	 Transfer large volumes of data 
between international locations. 

•	 Optimise the Splunk setup 
to improve performance and 
scalability. 

•	 Provide training and 
documentation to ensure best 
practices for the future. 

•	 Complete the project within a 
strict three-month deadline. 

The customer
A leading technology company urgently needed 
specialist support to stabilise and optimise its 
Splunk environment. Their existing architecture 
had reached end-of-life on its Linux operating 
system and required migration to a new platform. 
The business also needed to transfer data between 
international data centres and provide training to 
internal staff on Splunk best practices. 

CyberConnect360 solution 
Integrity360 activated its CyberConnect360 
Flexible Resourcing service to quickly identify and 
place the right candidate. A pool of 28 candidates 
was reviewed, 7 were vetted, and 2 were submitted 
to the client for interview. Following this rigorous 
process, Dariusz was selected. 

Project deliverables 

•	 System migration: Transition from unsupported 
Linux OS to a new secure operating system. 

•	 Data migration: Successful relocation of Splunk 
data between countries and into a central data 
centre. 

•	 Optimisation: Enhanced performance and 
stability of the Splunk architecture. 

•	 Training & documentation: Delivered sessions 
on Splunk best practices and produced detailed 
technical documentation. 

•	 Project completion: All objectives achieved 
ahead of the three-month deadline. 
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About Integrity360
Integrity360 is Europe’s leading 
cyber security and PCI specialist, 
with offices across Ireland, the 
UK, Bulgaria, Italy, Sweden, Spain, 
Lithuania, Ukraine, Africa, and the 
Caribbean. The company operates 
six Security Operations Centres 
(SOCs) in Dublin, Sofia, Stockholm, 
Roma, Madrid and Cape Town.   
   
With an expert team of over 
500 dedicated cyber security 
professionals, Integrity360 offers a 
full suite of professional, support, 
and managed security services. 
These services cover every aspect 
of cyber risk management, from 
identification and prevention to 
detection, response, and recovery.

Integrity360 is proud to be a 
2024 Gartner Representative 
Vendor for Managed Security 
Services and Managed SIEM 
Services

Results 
•	 Immediate impact: Dariusz integrated seamlessly 

with the client’s team, addressing long-standing 
issues. 

•	 Expertise delivered: Migration, optimisation, and 
training ensured long-term resilience. 

•	 Client satisfaction: The Head of Information 
Security Operations commended the project’s 
success, and the client requested Dariusz to 
return for future work. 

Key takeaways  
•	 CyberConnect360 enables rapid access to 

specialised cyber security expertise. 

•	 The service is ideal for urgent, high-impact 
projects where internal resources fall short. 

•	 Integrity360’s vetting process ensures quality, 
speed, and alignment with client needs. 

•	 Subcontractors benefit from Integrity360’s 
internal technical expertise and vendor 
accreditations, strengthening project delivery. 

“ I cannot commend your team’s 
work enough, and this opinion 
is shared throughout the senior 
management team. It is a 
reflection of your thoroughness 
and expertise.”

Head of Information Security 
Operations, Technology company

“ The best experience I ever had”

“Everything was just perfect 
- recruitment process, being 
informed by Sam about 
every stage, laptop delivery, 
cooperation with the client, 
atmosphere in the team - 
everything was just amazing.”

The contractor


